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1. Introduction 
To understand the looming crypto-banking crisis threatening the European 
Union, we first need to revisit how exposure to crypto-assets and the over-
reliance on demand deposits from a single industry, played a key role in 
bringing down Silvergate Bank and Signature Bank in the US.

In this case study, we will,

1. revisit how the two largest exchanges at the time, Binance and FTX, and 
their respective market makers, Cumberland and Alameda Research, 
operated as de facto reserve managers for a shadow dollar-based 
payment network for different geographies, catering to people who 
could not easily hold dollars or transfer them; 

2. re-examine the role minor stablecoins played in that shadow dollar 
banking system, and explore how those minor stablecoins played a 
key role in lubricating fiat dollar on and off-ramps; and 

3. analyze how the same banking problems caused by these 
activities in the US, now appear to be seeping into the EU 
through the recent proliferation of MiCA-compliant euro-
backed stablecoins. 

None of this analysis is intended in any way to suggest anything 
illegal is being perpetrated, but merely to demonstrate that 
many of the same practices undertaken by the crypto-asset 
industry in the American banking system are starting to 
make an appearance in the EU. 

While the EU’s flagship crypto-asset legislation, the Markets 
in Crypto-Assets Regulation (“MiCA”) may have forced 
out stablecoins such as Tether’s USDT, euro-equivalent 
stablecoins, issued by companies backed by stablecoin 
issuers like Tether, may create an exploitable blind 
spot that facilitates continued access to fiat off-ramps 
through the European banking system.
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2. The Shadow Dollar Banking System 
We’ve previously written about how Tether’s USDT stablecoin on Ethereum and on 
Tron were essentially different products, serving different use cases, and different 
groups of customers.1  

At the time, the two largest exchanges and their market makers ran two parallel 
USDT networks on different blockchains. While FTX-Alameda Research were the 
primary recipients of USDT on Tron, Binance-Cumberland were the primary recipients 
of USDT on Ethereum.2  

We’ve also documented how the amounts of USDT in circulation at the time, neatly 
matched the dollar deposits at Signature Bank and Silvergate Bank.3 Given how 
Tether has long struggled with reliable banking facilities, it made sense that at the 
time these market makers were helping to fill in the gaps.

From that, we posited that FTX-Alameda Research and Binance-Cumberland, both 
of whom were close to Tether, had managed to carve the world up into two separate 
shadow dollar payment networks – one serving East Asia on Tron and the other 
serving the rest of the world on Ethereum.  

Bahamas-based FTX-Alameda Research dominated the East Asia-focused Tron’s 
USDT usage, and Binance appeared to have covered everything that was outside of 
East Asia, including Latin America, Africa, and India. 

Finally, we concluded the massive pile of dollars backing this unregulated offshore 
payment system was sitting in a handful of US banks, probably as demand deposits 
that paid no interest, providing a nice earnings boost for those banks. 

Now that we’ve provided some theories as to how Tether’s USDT on different 
blockchains served different geographical regions, we examine how dollars were 
actually funneled into this shadow offshore dollar stablecoin system. 

1 https://medium.com/chainargos/usdt-on-tron-ftx-wtf-is-really-happening-ef0cb807019a
2 https://protos.com/tether-papers-crypto-stablecoin-usdt-investigation-analysis/
3 https://medium.com/chainargos/usdt-us-banks-more-coincidences-52a40dc90f2e
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3. The Role of Minor Stablecoins
To understand the role of minor stablecoins and how they fed into the shadow 
offshore dollar stablecoin system dominated by Tether, we need to go back to a time 
when HUSD, TUSD, USDP, and GUSD (collectively, the “Minor Stablecoins”), were 
plying the stablecoin trade. 

At the time, GUSD issued by the crypto-asset exchange Gemini, and USDP issued by 
Paxos Trust LLC were generally considered to have been properly backed by dollars 
and had in place some measure of compliance with the necessary regulations. 

HUSD, a stablecoin product of the Huobi crypto-asset exchange (now rebranded as 
HTX)  was run by Paxos until July 2021. When HUSD ceased being a Paxos product, 
the means to send dollars to HUSD shifted from Paxos to Huobi Trust Company, as 
seen from these archival screenshots of dollar deposits. 

Notice that even though the entities receiving the dollars were different, these dollars 
still fed into the Silvergate Exchange Network or SEN, operated by Silvergate Bank.  

Figure 1. Screenshots for Paxos Trust LLC (left) and Huobi Trust Company (right) with wire instructions for USD 
using the Silvergate Exchange Network operated by Silvergate Bank.
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TUSD or TrueUSD provided somewhat more transparency as to where all the dollars 
they had were held and it used to run a website which showed which institutions 
held its backing assets. 

As you can see, both Silvergate Bank and Signature Bank held significant balances for 
TUSD, and we also know that Prime Trust was banking at Silvergate Bank.4 

That all of these stablecoins banked at Silvergate Bank and Signature Bank was well-
known then, as it is now.5  

Now that we know where the Minor Stablecoins bank their bucks, how do we know 
they fed into Tether’s USDT?

Figure 2. TrueUSD attestation page with information about where TUSD's backing asssets were held. Website is 
no longer available.

4 https://www.sec.gov/Archives/edgar/data/1884321/000110465922035714/tm229760-1_partiiandiii.htm
5 https://www.coindesk.com/business/2020/01/06/rivals-signature-bank-and-prime-trust-team-to-offer-instant-payments-for-
institutions
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Between 2019 and 2021, it’s clear that the cumulative amount of Minor Stablecoins 
burnt and the cumulative number of USDT minted bore an uncanny correspondence, 
as seen from the chart above. 

The pink line is for the cumulative number of Minor Stablecoins burned and the blue 
line is for the cumulative growth of USDT. 

The yellow USDC and green BUSD cumulative burning lines don’t nearly map the 
USDT growth line as closely as the Minor Stablecoins. 

At the time, we suggested one possibility was that the actual dollars flowing through 
the Minor Stablecoins ended up at Silvergate Bank and Signature Bank as possibly 
some kind of “outsourced” backing for USDT. 

Figure 3. Cumulative USDT minting against cumulative stablecoin burning.
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This contention was supported by the fact that far more cash appeared to be 
churning through the Minor Stablecoins than other stablecoins like USDC and BUSD. 

From the table above, you can clearly see that from 2018 to 2021, HUSD, GUSD, TUSD, 
and USDP were burned far more than the other stablecoins BUSD, USDC, and USDK. 

For instance, even though HUSD had only $250 million in market cap, it had $10.5 
billion in minting, and $10.25 billion in burning. 

Because most of the indicators at the time (and to some extent even now) only 
focused on market cap and not minting and burning statistics, nobody thought very 
much was going on with the Minor Stablecoins at all and therefore paid little (if any) 
attention to them. 

Take USDP for instance, the stablecoin spends much of 2020 with what appears to 
be an unchanged market cap, but hundreds of millions of dollars’ worth of USDP are 
minted and burned when its market cap was relatively stable.

Although some would cynically ascribe such transaction behavior to wash trading, 
that explanation doesn’t deal with the fact that the actual money has to end up 
somewhere. 

It is of course entirely possible the funds were washed and ended up somewhere 
else. For example, HUSD that had been burned might have been withdrawn as cash 
somehow, but a far simpler explanation is that HUSD that was burned ended up in 
the pile which we already know about that has a similar shape and size – USDT. 

In the chart below, we see the burning of the Minor Stablecoins essentially mirroring 
the minting of USDT on the Ethereum and Tron blockchains between 2019 and 2020.

Stablecoin Net Growth Burn Burn to Growth
HUSD 304,237,935 9,523,720,378 3,130%
GUSD 150,089,421 2,039,738,443 1,359%
TUSD 789,466,203 5,489,639,571 695%
USDP 1,102,879,340 ,6,532,596,163 592%
BUSD 12,729,253,537 20,285,698,259 159%
USDC 33,164,649,125 44,839,229,891 135%
USDK 42,478,711 7,121,628 17%
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Coincidentally, crypto-asset exchanges Huobi and Poloniex announced support for 
USDT on the Tron blockchain in March6  and April7  2019 respectively, right after Tether 
commenced support for USDT on the Tron blockchain.8   

None of this is to say anything untoward happened during that time. 

But it does appear that a sizeable amount of actual dollars traveled through the Minor 
Stablecoins and ended up in the larger US-based banks that served crypto-asset 
firms as some form of backing asset for USDT. 

And it is this massive pile of dollars that would eventually create problems for the US 
banks that were holding them. 

Figure 4. Minor Stablecoins burning (HUSD, GUSD, USDP, TUSD) vs USDT Minting on Ethereum and Tron 
blockchains.

6 https://www.huobi.com/support/en-us/detail/360000225582/
7 https://cointelegraph.com/news/crypto-exchange-poloniex-adds-support-for-usdt-on-tron-blockchain
8 https://tether.to/en/usdt-introduced-to-tron-blockchain
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4. The Banks at the Center of It All 
Signature Bank and Silvergate Bank were the lynchpins of the crypto-asset economy, 
serving as the primary dollar on and off-ramps for crypto-assets. 

Signature Bank’s startling increase in deposits started in 2019, when they shifted their 
focus to target digital assets. 

From Signature Bank’s Form 10-K filing from 2020,9 we see that the business demand 
deposit accounts saw substantial growth around the time they started to support 
crypto-assets. 

Figure 5. Taken from Signature Bank’s Form 10-K. Signature Bank began focusing on digital assets in 2019. 
Original hyperlink may no longer be accessible.

9 https://s1.q4cdn.com/665033567/files/doc_downloads/sec/2021/03/SignatureBank-12.31.20-10K-Final-Copy-from-Wdesk.pdf
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From the foregoing, it’s clear that Signature Bank was very dependent on demand 
deposits, and to a far higher degree than most large banks in the US. To be sure, 
Signature Bank themselves recognized this dependence on demand deposits, 
noting:10 

Figure 6. Taken from Signature Bank’s 2020 annual report. Notice how “Business demand deposit accounts” rose 
by almost a third between 2019 and 2020. Document may no longer be available. 

Figure 7. Extract taken from Signature Bank’s Q1 2022 Form 10-Q. Original hyperlink may no longer be accessible. 

10 https://s1.q4cdn.com/665033567/files/doc_downloads/2022/05/1Q-2022-10Q-FINAL.pdf
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But demand deposits in and of themselves aren’t a big deal, it’s who was providing 
these demand deposits that mattered, and Signature Bank made clear it was their 
digital asset customers who formed the bulk of their demand deposits.11

Silvergate Bank was also similarly active in the crypto-asset space as evidenced by 
their Q3 2019 Form 10-Q filing:12

And who were Silvergate Bank’s customers? The same customers served by 
Signature Bank – the digital asset industry.  

Figure 9. Extract taken from Silvergate Bank’s Q3 2019 Form 10-Q. Original hyperlink may no longer be accessible. 

Figure 10. Extract taken from Silvergate Bank's Q3 2019 Form 10-Q, describing the bank's Silvergate Exchange 
Network or SEN. Original hyperlink may no longer be accessible. 

11 https://s1.q4cdn.com/665033567/files/doc_downloads/sec/2021/08/2Q-2021-10Q-FINAL.pdf
12 https://www.sec.gov/ix?doc=%2FArchives%2Fedgar%2Fdata%2F1312109%2F000131210919000064%2Fsi10-q9302019.htm

Figure 8. Extract taken from Signature Bank’s Q2 2021 Form 10-Q. Original hyperlink may no longer be accessible.
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Silvergate Bank also disclosed their deposit base, and it’s obvious that they never had 
any meaningful interest-bearing accounts, it was almost entirely non-interest bearing 
demand deposits.13  

Now that we’ve established that Signature Bank and Silvergate Bank were the 
primary bankers to the crypto-asset industry, let’s see if we can find any correlations. 

While Silvergate Bank was a tiny bank before their pivot to crypto-assets, Signature 
Bank was much larger. 

Subtracting the $30 billion that Signature Bank started with and adding Signature 
Bank’s demand deposit increases together with Silvergate Bank’s we can create the 
following table.

Figure 11. Extract taken from Silvergate Bank’s Q3 2020 Form 10-Q.

Year Period Silvergate Signature Total Q-on-Q Growth
2019 Q3 1.7 1.0 2.7
2019 Q4 1.7 2.0 3.7 1.0
2020 Q1 2.0 4.0 6.0 2.3
2020 Q2 2.0 12.0 14.0 8.0
2020 Q3 2.2 16.0 18.2 4.2
2020 Q4 2.2 24.0 26.2 8.0
2021 Q1 7.0 34.0 41.0 14.8
2021 Q2 11.4 47.0 58.4 17.4
2021 Q3 11.7 56.0 67.7 9.3
2021 Q4 10.4 66.0 76.4 8.7
2022 Q1 13.4 69.5 82.9 6.5
2022 Q2 13.5 64.0 77.5 -5.4

13 https://www.sec.gov/ix?doc=%2FArchives%2Fedgar%2Fdata%2F1312109%2F000131210920000150%2Fsi10-q9302020.htm
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The totals are shockingly similar to another closely-watched total at the time – the 
amount of Tether outstanding: 

There is absolutely no reason these numbers should match up so neatly, especially 
given Tether was not officially holding their cash reserves at these banks. In fact, this 
was around the time that Tether declared it was primarily holding commercial paper.  

But it does allow for a theory to be posited, that while Tether may not have been 
banking directly with Silvergate Bank and Signature Bank (for obvious reasons), it is 
possible Tether’s commercial paper consisted of obligations of whoever held these 
demand deposits at the banks. 

While it is a terrible abuse of language to equate promising someone else your bank 
deposit to commercial paper, it is analogous to a kind of certificate of deposit, or even 
an accounts receivable instrument. 

In any event, we know that prior to the collapse of Silvergate Bank and Signature 
Bank, they were heavily reliant on demand deposits from crypto-asset customers, 
and therein lay the problem.

Demand deposits are funds that customers can withdraw at any time and this makes 
them inherently volatile, especially when they come from a sector as prone to swings 
as the crypto-asset markets. 

In 2022, the collapse of Terra-LUNA, FTX, 3AC, Celsius, and Voyager, and the rapid 
decline in crypto-asset values, saw customers withdraw funds from Signature and 
Silvergate en masse, creating a liquidity crisis for these banks.  

The sudden and large-scale withdrawals forced Silvergate and Signature Bank to 
sell off assets, often at a loss, to meet their obligations, further eroding their financial 
stability, creating a loss of confidence among the remaining non-crypto depositors, 
fueling a run on the banks. 

Year Period Total USDT Total
2019 Q3 2.7 4.1
2019 Q4 3.7 4.1
2020 Q1 6.0 6.2
2020 Q2 14.0 9.2
2020 Q3 18.2 15.1
2020 Q4 26.2 21.1
2021 Q1 41.0 40.7
2021 Q2 58.4 62.4
2021 Q3 67.7 68.0
2021 Q4 76.4 78.3
2022 Q1 82.9 81.4
2022 Q2 77.5 66.4
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5. Could a US-Style Crisis hit the EU? 
We previously prepared a detailed case study14  on the MiCA-compliant EURI 
stablecoin issued by the Luxembourg-based Banking Circle S.A. and noted how the 
only counterparty to have redeemed EURI for euros in the banking system, appeared 
linked to the crypto-asset exchange Binance and First Digital Trust Limited. 

It appears that EURI is possibly being used as a euro off-ramp for FDUSD and other 
stablecoins, and such a use case would be consistent with what was seen in the 
American experience, where Minor Stablecoins were feeding into Tether’s USDT. 

Now StablR,15 a recently launched service provider16 backed by Tether,17 and which 
holds a Maltese Electronic Money Institution (EMI) license,18 has launched EURR, a 
new euro-backed stablecoin. 

The largest receiver of EURR is an address linked to Cumberland DRW (“0x091d 
Address”). 

Figure 12. Largest Receivers of the EURR token over the preceding 90 days. Notice that an address linked to 
Cumberland (either a customer or Cumberland themselves), Bitfinex (associated with Tether) and Kraken are the 
largest recipients of EURR.

14 https://www.chainargos.com/challenges-mica-stablecoins/
15 https://www.stablr.com/ 
16 https://euclid.eba.europa.eu/register/pir/search
17 https://tether.io/news/tether-invests-in-stablr-to-promote-stablecoin-adoption-in-europe
18 https://www.stablr.com/insights/stablr-secures-emi-license
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The 0x091d Address processes a significant volume of stablecoins, facilitating deposits 
of billions of dollars worth of USDC, USDT, FDUSD, and other tokens to a wide range 
of exchanges.

The 0x091d Address’ largest deposits are to Binance and it is also one of the largest 
transactors of FDUSD, depositing almost $200 million worth of FDUSD to a Binance 
deposit address. 

Figure 13. Largest Counterparties for the 0x091d Address associated with Cumberland and transacting billions of 
dollars worth of stablecoins primarily with Binance and Cumberland.
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FDUSD is a stablecoin used almost exclusively on Binance and issued by a Hong 
Kong trust company associated with a stablecoin-related fraud settlement with the 
US Securities and Exchange Commission. 

The largest senders and receivers of FDUSD are also either Binance or Wintermute.

Figure 14. Largest Counterparties for the 0x091d Address associated with Cumberland, filtered for FDUSD only, 
and displaying how almost $200 million worth of FDUSD was sent by this address to Binance.
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Figure 15. Largest Senders of FDUSD. Besides First Digital Labs, which is associated with the issuance of FDUSD, 
the main sender of FDUSD is Binance, and the market maker Wintermute.

Figure 16. Largest Receivers of FDUSD. Besides First Digital Labs, which is associated with the issuance of FDUSD, 
the main receiver of FDUSD is Binance, and the market maker Wintermute. 
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That Binance is one of the major counterparties for EURR since its launch, using 
some of the same addresses used previously to transact FDUSD, suggests the 
exchange is setting up to do the same thing in Europe that it had done previously in 
the US.

There is insufficient volume in EURR at this point (fewer than 20 addresses have 
received more than one thousand EURR as of this writing and none has received 
more than 10 million) to establish what EURR is being used for.

But we can already see EURR reusing infrastructure and frameworks linked to many 
recent problems that for the most part had stopped following a wide range of legal 
and enforcement actions. 

It’s worth noting that exchanges operating in the EU, including Binance, are delisting 
Tether’s USDT,  but recall that EURR has a MiCA license and Tether backs EURR’s 
issuer.

That the same cluster of counterparties is reusing the same frameworks and 
infrastructure they had in place previously, only in euros this time instead of dollars, 
and in the European banking system this time instead of the American one, strongly 
suggests an intention to engage in the same sort of conduct seen previously.

Again, none of this is to suggest that anything illegal or nefarious is happening, but 
rather to highlight that some of the very same risks that were crystalized in the US 
banking system are starting to appear in the EU banking system. 

Insofar as regulators are aware of such risks and exercising adequate oversight of the 
relevant financial institutions within their regulatory ambit, then there isn’t a whole lot 
to be concerned about.  

19 https://www.binance.com/en/support/announcement/detail/bcaa1f68d6a6450099056ff694ad6c46
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Who are we?
ChainArgos is the blockchain intelligence firm best known for 
uncovering crypto-asset exchange Binance’s $1.4bn BUSD stablecoin 
undercollateralization, forcing the New York Department of Financial 
Services to take action. 

We provide unparalleled blockchain intelligence by focusing on the 
financial drivers of transactions, facilitate investigations and analysis 
centered on the economic value of transfers, and provide insight into the 
motivation behind specific flows. 

ChainArgos is recognized globally as a leader in blockchain intelligence.

We’ve tracked illicit flows funding terrorism and sanctions evasion, 
analyzed transaction patterns connecting global scams, and uncovered 
crypto-asset trading opportunities before the market.



ChainArgos works with the United Nations, governments, central banks, financial 
institutions, hedge funds, proprietary trading firms, regulators, law enforcement 
and intelligence agencies, research institutes, universities, and crypto-asset service 
providers globally. 

We’re trusted by top news outlets including the Wall Street Journal, Bloomberg, 
Forbes, Fortune, Thomson Reuters, and the South China Morning Post, for 
unimpeachable blockchain intelligence. 

Here’s just a selection of our blockchain intelligence that created news: 

Where else have you seen us?
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The Shadow Dollar That’s Fueling the 
Financial Underworld

Cryptocurrency Tether enables a parallel economy that 
operates beyond the reach of U.S. law enforcement

Did Digital Currency Group Profit From $60 
million In North Korea 

Crypto Money Laundering?

How crypto investigators uncover 
scammers’ blockchain billions, 

scale of money laundering in Asia

From Hamas to North Korean Nukes, 
Cryptocurrency Tether Keeps Showing Up

Tether has allegedly been used by Hamas, 
drug dealers, North Korea and sanctioned Russians



Who uses blockchain intelligence?

Finance and 
Banking

Compliance Law Enforcement Regulators and 
Policymakers

Assess the risks and opportunities in crypto-assets, stablecoins, and decentralized 
finance. Develop innovative products, explore tokenization opportunities, and 
generate new revenue streams.  

Finance and Banking

Fight money laundering, expand know-your-customer tools, and combat the 
financing of terrorism while expanding your customer base. Manage risk from 
customer crypto-assets and confidently verify sources of crypto-asset wealth.

Compliance

Terrorists and criminals are using blockchain technology to avoid the banking 
system, launder money, and fund operations. Blockchain wallet analysis and 
transaction tracing fights crime, prosecutes criminals, and tracks illicit fund flows.

Law Enforcement

Develop and implement effective crypto-asset and stablecoin supervisory, licensing 
tax, compliance, and regulatory frameworks to foster innovation, while managing 
threats to national security and the financial system. 

Regulators and Policymakers
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How are we different?

We deliver actionable blockchain intelligence.

Say “no” to pseudo-science and “yes” to blockchain intelligence you can 
count on for commerce, compliance, and crime-fighting.

ChainArgos is built by finance, legal, and technology professionals to deliver 
actionable blockchain intelligence focused on financially-relevant analysis. 

Whether you’re looking to on-board a customer, determine source of wealth, or 
ensure your evidence isn’t rejected on appeal, our blockchain intelligence is based 

on established principles of statistics, math, and forensic science.

ChainArgos runs its own 
blockchain nodes, and we 
never enrich our data with 
yours, so you can be sure 
of data integrity.

Data Integrity

Robust and resilient APIs 
with 99.99% uptime. 
Minimal code required for 
easy integration.

API Ready

Schedule automated alerts 
and reports via Email, 
Webhook, Amazon S3 and 
SFTP so you’re always in 
the know when something 
happens.

Automated Alerts

Create compliance and 
commercially-driven 
analysis in a single place 
and arrive at better 
business decisions faster.

Extreme Versatility

Build any query or analysis 
without programming 
skills or coding. 

No-Code Customization

Standard financial 
measures combined with 
blockchain intelligence for 
actionable insight.

Financially-Relevant
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How do we do it?

Blockchain intelligence is a relatively new industry, and it’s not uncommon to 
hear of methods which have little basis in finance, let alone forensic science.

Let’s look at one example to understand the limitations of blockchain tracing.  

In Fig. 1, A and B start with $1, while C starts with $0. In Fig. 2, A transfers their $1 
to B who now has $2. Finally, in Fig. 3, B transfers $1 to C, who now has $1. 

If it turns out A is an illicit actor, with what degree of confidence can we say that 
C has received $1 from illicit sources? 50-50? 

Would you accept a “risk score” of 50%?  

24 info@chainargos.com
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Follow the money.

Instead of passing off “risk scores” 
as “risk management” ChainArgos 
helps you follow the money. 

Most blockchain transactions 
don’t derive from a single source, 
and believing they do is what 
leads to poor outcomes.  

Make better decisions by      
focusing on what matters - where 
the money went, where it came 
from, and where does it look like it’s headed to? 

How much does one address deal with another? What’s the average transaction 
size? What’s the frequency? What’s the crypto-asset or stablecoin of choice? 
What’s the transaction behavior? When did the transaction size change? 

And so much more. 



Better attribution.

Don’t risk critical legal, trading, and compliance decisions to questionable or 
subjective attribution methods. Trust math and science. 

ChainArgos is the only blockchain intelligence firm that delivers programmatic 
address labels and wallet tags that are unassailable whether you’re making 
business decisions or preparing to sue someone.

Blockchain addresses are automatically ranked and labeled based on a variety of 
factors including: 

●   Transaction Count: the number of transactions by an address. Sending 
$100,000 in one transaction may have very different implications from sending 
10 transactions of $10,000 each. Either way, you’ll know the difference.  

●   Lifetime Sent/Received: lists the biggest sender and/or receiver of any given 
crypto-asset or stablecoin currently. Markets are extremely dynamic. The 
biggest movers today may not be the same tomorrow. 

●   Max. Historical / Current Balances: helps you decide whether an address 
is participating in affiliated crypto-assets and/or stablecoins based on their 
maximum historical balance and who’s stocking the highest current balances. 

●   Recipient Number: gives you a sense of whether they were an early adopter, or 
even possibly an insider of a crypto-asset or stablecoin. Recipients are ranked 
according to the date and time they received a crypto-asset or stablecoin. 

Say “no” to dodgy wallet tagging and “yes” to attribution you can trust.  
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Legal Disclaimers.
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THE INFORMATION CONTAINED IN THESE MATERIALS IS FOR INFORMATION PURPOSES ONLY AND 
NOT INTENDED TO BE RELIED UPON. 

The information contained herein is information regarding research and analysis performed by 
ChainArgos Pte. Ltd., a company incorporated with limited liability under the laws of the Republic of 
Singapore with registration number 202303560W (“the Company”). The information herein has not 
been independently verified or audited and is subject to change, and neither the Company or any 
other person, is under any duty to update or inform you of any changes to such information. No reliance 
may be placed for any purposes whatsoever on the information contained in this communication or 
its completeness. No representation or warranty, express or implied, is given by, or on behalf of the 
Company or any of their members, directors, officers, advisers, agents or employees or any other person 
as to the accuracy or completeness of the information or opinions contained in this communication 
and, to the fullest extent permitted by law, no liability whatsoever is accepted by the Company or any 
of their members, directors, officers, advisers, agents or employees nor any other person for any loss 
howsoever arising, directly or indirectly, from any use of such information or opinions or otherwise arising 
in connection therewith. In particular, no representation or warranty is given as to the reasonableness 
of, and no reliance should be placed on, any forecasts or proposals contained in this communication 
and nothing in this communication is or should be relied on as a promise or representation as to the 
future or any outcome in the future.

This document may contain opinions, which reflect current views with respect to, among other things, 
the information available when the document was prepared. Readers can identify these statements 
by the use of words such as “believes”, “expects”, “potential”, “continues”, “may”, “will”, “should”, “could”, 
“approximately”, “assumed”, “anticipates”, or the negative version of those words or other comparable 
words. Any statements contained in this document are based, in part, upon historical data, estimates 
and expectations. The inclusion of any opinion should not be regarded as a representation by the 
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