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Introduction 
With the the European Union’s flagship crypto-assets 
regulation, the Markets in Crypto-Assets (MiCA) set to kick 
into full gear by the end of this year, crypto-asset businesses 
operating in the EU have been scrambling to ensure 
compliance with the new rules. 

Some crypto-asset service providers or CASPs, such as the 
U.S. dollar-based stablecoin issuer Tether, may be forced to 
exit the EU market altogether, on concerns over challenges 
with MiCA compliance.1

Other CASPs have taken advantage of market gaps, and 
issued their own stablecoins, in accordance with MiCA’s 
regulatory regime. 

In this case study, we examine transaction activity of one 
of the EU’s first euro-backed stablecoins EURI, explore 
the compliance challenges, and discuss whether more 
comprehensive transaction monitoring is needed for 
MiCA-compliant stablecoin issuances. 

For the purposes of this discussion, the more 
commonly understood term “stablecoin” shall be 
used to refer to MiCA’s “e-money tokens.” However, it 
is important to note that the official terminology for 
“stablecoin” according to MiCA, is “e-money token.” 
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1 https://dig.watch/updates/tether-faces-uncertainty-in-europe-amid-mica-rules



What is Eurite (EURI)?
Banking Circle S.A., a Luxemborg-based company, issues the Eurite (EURI) stablecoin, 
backed by the euro, and regulated under MiCA. 

According to Eurite’s website, 

Eurite (EURI) is regulated by the Markets in Crypto-Assets Regulation (MiCA) in the 
EEA. Issued by Banking Circle S.A., EURI compliments Banking Circle’s existing 
payment systems. This includes efficient payment solutions, managed volatility 
exposure, smart contracts, out of hours settlement and treasury management. 
Being one of the first MiCA regulated EURO stablecoin is important as it ensures 
compliance with stringent EU standards, enhancing trust, credibility, and 
confidence for holders. Regulatory compliance with MiCA ensures consumer 
protection, transparency, and financial stability, reducing legal risks and promoting 
transparency and safety.

Banking Circle SA also articulates its onboarding process for EURI, 

●   Subject to successful KYC checks and completion of the onboarding process by 
Banking Circle S.A., a successfully onboarded institutional user (exchange, liquidity 
provider, or trading platform) subscribes to purchase EURI from Banking Circle S.A.

●   The user can buy EURI, 1:1 by depositing Euro to Banking Circle’s bank account.

●   Banking Circle mints new EURI equal to the Euro cash received and sends EURI to 
the institutional user’s wallet. 

●   The institutional user can then make EURI available to be bought, sold, stored, 
transferred or traded with others, 24:7.

●   When EURI is returned to Banking Circle, the EURI will be burnt and the 
corresponding amount of Euro will be returned to the institutional user’s bank 
account.

Because the “institutional user” can make EURI available to be “bought, sold, stored, 
transferred or traded with others,” it stands to reason that who these “others” are may 
be of interest to regulators. 
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Who are Eurite’s partners?
According to Eurite’s white paper2 at page 16, the details of the parties involved in the 
implantation of the crypto-asset project include crypto-asset exchanges “such as 
Binance France SAS.” 

Other parties involved include “StableMint Labs Pte. Ltd.” (“StableMint”) a Singapore-
based company, although the white paper makes no further mention of StableMint 
anywhere else.

It is unclear what role StableMint plays in the issuance of the EURI stablecoin, but 
a further investigation reveals that the company has an issued and paid-up share 
capital of one Singapore dollar (US$0.77). 

StableMint’s sole shareholder, who also serves as one of two directors of the company, 
is a Chinese national by the name of Li Xiuping and the company’s primary business 
activity is listed as “other information technology and computer service activities.” 

Beyond this information, little, if any is known about the role StableMint plays in the 
EURI stablecoin, but whatever that role is, it must have been thought significant 
enough for StableMint to be listed in the EURI white paper. 

5

Figure 1. Excerpt of Business Profile of StableMint Pte. Ltd. obtained from Singapore’s business registry Bizfile 
and extracted on October 5, 2024.
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2 https://www.eurite.com/wp-content/uploads/2024/08/EURI-Whitepaper.pdf



The 0x351 Address is not just the largest sender of EURI, it is also the most active 
address for EURI on the Ethereum blockchain, and responsible for substantially all 
(well over 99.99%) of the EURI which was burned and presumably redeemed for 
euros. 

6

Figure 2. Largest Senders of EURI on the Ethereum blockchain over the past 48 months. 
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Who has been using EURI? 
EURI is issued on two blockchains, the Ethereum blockchain and the BNB Smart 
Chain (“BSC”) which right off the bat should provide some clues as to who the likely 
users are for EURI.

The Top Senders of EURI 

Of the top ten senders of EURI, most appear to be associated with Binance, with the 
exception of 0x35139b5a567f19de1b0ae70a30318b1ad5874de5 (“0x351 Address”) which 
stands out because it is the fifth largest sender of EURI. 



The Top Receivers of EURI

The 0x351 Address sent 28,830,181.45 EURI to the NULL Forwarding Address, or 
substantially all of the redemption of EURI for euros on the Ethereum blockchain as 
observed in Figure 3 and Figure 4. 

At the time this report was prepared, there was no burning of EURI on the BSC 
blockchain. 

Redemption of EURI for euros is processed as shown in Figure 4., via the address 
0xbe435faef568908b6cf113868bdef0ccedbcbfa0 (“NULL Forwarding Address”). 

7

Figure 3. Largest Receivers of EURI on the Ethereum blockchain over the past 48 months. 
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Figure 4. Senders of EURI to the NULL Forwarding Address. 

Figure 5. Senders of EURI to the NULL Address. 
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The NULL Forwarding Address in turn sent 28,830,238.00 to the NULL address as 
seen in Figure 5. 



The 0x351 Address constituted well over 99.99% of the amount of EURI that the NULL 
Forwarding Address sent to the NULL address. 

Given that the 0x351 Address is a major user of EURI, and the only counterparty that 
appears to have redeemed EURI for euros, it would be worthwhile to understand who 
the biggest user of EURI is by examining their transaction activity. 

The 0x51 Address is a very heavy user of the US dollar-based stablecoin FDUSD on the 
Ethereum blockchain, having received just over 2 billion FDUSD from Binance and 
First Digital, and sending essentially all the FDUSD it receives to Binance and First 
Digital.

9

Figure 6. Largest Inbound and Outbound Counterparties for the 0x351 Address on the Ethereum blockchain. 
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What does the 0x351 Address do on 
the Ethereum blockchain? 
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What does the 0x351 Address do on 
the BSC blockchain? 
On the BSC blockchain, the 0x351 Address appears to play the role of some sort of 
over-the-counter broker as well, receiving around 95 million FDUSD from Binance, 
and sending all 95 million of that FDUSD onwards to First Digital. 

Figure 7. Largest Inbound and Outbound Counterparties for the 0x351 Address on the BSC blockchain.  
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What is FDUSD?
FDUSD is the ideological and functional successor to crypto-asset exchange 
Binance’s BUSD stablecoin product on the BSC blockchain.

Paxos Trust LLC, a New York-licensed trust company, was approved to issue the BUSD 
stablecoin, a US dollar-backed stablecoin on the Ethereum blockchain. 

However, Paxos Trust LLC’s partner, the crypto-asset exchange Binance was also 
minting a “wrapped version” of the BUSD stablecoin on the BSC blockchain. 

The BUSD stablecoin on the BSC blockchain was not a regulated product, but was 
intended to have been backed by BUSD on the Ethereum blockchain before being 
minted.  

In January 2023, Binance was revealed by ChainArgos to have issued as much as 
$1.4 billion worth of unbacked BUSD on its BSC blockchain.3

By February 2023, the New York Department of Financial Services ordered Paxos 
Trust LLC, issuer of the BUSD stablecoin on the Ethereum blockchain, to stop minting 
BUSD for failing to properly supervise its relationship with its partner Binance.4 

Because the writing was on the wall for the BUSD stablecoin and with the market 
cap for BUSD in rapid decline, presumably a replacement for Binance’s coin of the 
realm was needed. 

Enter FDUSD. 

By June 2023, FDUSD, the functional successor to Binance’s doomed BUSD 
stablecoin had been launched and that very same month, Binance offered zero-fee 
trading pairs for FDUSD on their crypto-asset exchange5 supposedly to encourage 
use of FDUSD.

3 https://www.bloomberg.com/news/articles/2023-01-10/binance-bnb-acknowledges-past-flaws-in-managing-
busd-peg-stablecoin-reserves

4 https://www.dfs.ny.gov/consumers/alerts/Paxos_and_Binance
5 https://www.binance.com/en/square/post/10115518477777



12 info@chainargos.com

What does the transaction activity for 
the 0x351 Address reveal? 
The 0x351 Address appears to have gone through some kind of regime change in its 
stablecoin use, possibly linked to its ability to obtain off-ramps for fiat currency based 
on the stablecoin in question and the crypto-asset exchanges it had access to. 

Looking at the chart below in Figure 8, the 0x351 Address transacted primarily in 
Tether’s US dollar-based stablecoin USDT from January to March of 2024, represented 
by the green bars. 

However, the 0x351 Address saw its transaction activity change abruptly to FDUSD 
around March 2024, a pattern which continues generally to October 2024, as 
represented by the purple bars in Figure 8.   

Coincidentally, the 0x351 Address also appears to have been transacting primarily 
with Coinbase from January to March 2024, before again abruptly swapping to deal 
mainly with Binance and First Digital from March 2024 onwards. 

Figure 8. Stablecoin use for the 0x351 Address on the Ethereum blockchain.  
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The light green bars in Figure 9. represent the transaction activity between the 
0x351 Address and wallets belonging to Coinbase and Coinbase Prime. This activity 
proceeded in earnest until mid-March 2024 when for some reason the activity 
dropped off. 

The teal and black bars in Figure 9. represent the transaction activity of the 0x351 
Address now being taken over by First Digital Trust Limited and crypto-asset 
exchange Binance respectively, and continue even to October 2024. 

Fees for FDUSD trading pairs returned to Binance around March 2024, and if 
the 0x351 Address was rotating into trading crypto-assets using FDUSD, taking 
advantage of zero-fee trading seems unlikely to have been a major driver of the shift.6 

Around the same time, Circle Internet Financial, LLC was removing support for its US 
dollar stablecoin USDC on the TRON blockchain. 

It is unclear why the 0x351 Address shifted transactions from the USDT stablecoin to 
FDUSD and from Coinbase to Binance and First Digital in March 2024, but this looks 
to be a shift consistent with needing to make new arrangements in March 2024 that 
may not have necessarily been driven by economic factors. 

Figure 9. Crypto-asset exchange use for the 0x351 Address on the Ethereum blockchain.  

6 https://www.binance.com/en/support/announcement/binance-updates-the-fdusd-zero-trading-fee-
promotion-for-regular-and-vip-1-users-3d8514bbc817423eba52fb23483bcbed



14

What does this all mean for EURI? 
As one of the largest transactors in EURI, and what appears to be the 
only counterparty which has redeemed EURI for euros, Banking Circle SA 
must certainly know the identity of the 0x351 Address. 

Based on the transaction activity of the 0x351 Address on other 
blockchains and in other crypto-assets, in particular the FDUSD 
stablecoin, it is likely the 0x351 Address has a relationship with Binance 
and First Digital Trust Limited. 

First Digital Trust Limited is a Hong Kong trust entity and is alleged to 
have provided the “risky Commodity Fund” listed in the U.S. Securities 
and Exchange Commission’s complaint7 against TrustToken and 
TrueCoin.8  

According to news reports, First Digital Trust Limited provided this “risky 
Commodity Fund” to back over 99% of the assets backing the TUSD 
stablecoin, meaning there could have been the risk the TUSD stablecoin 
was not adequately backed at all material times. 

The 0x351 Address and its transactions should provide regulators plenty 
of food for thought  given EURI is one of the “first MiCA regulated EURO 
stablecoin(s)” and an “institutional user can then make EURI available” for 
use by others. 

Based on transaction data for the 0x351 Address, it is highly likely the 
0x351 Address is an “institutional user” for EURI.  

If the bulk of transactions for the 0x351 Address involve FDUSD, Binance, 
and First Digital, surely one question has to be whether EURI is being 
used as an euro off-ramp for FDUSD or other stablecoins. 

Is the 0x351 Address associated with or belonging to Binance and First 
Digital, and if so, who is providing the requisite due diligence for the 0x351 
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7 https://www.sec.gov/files/litigation/complaints/2024/comp-pr2024-145.pdf
8 https://protos.com/trueusd-firms-dodge-fraud-claims-with-sec-settlement/
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Can we do better? 
The requirement to ascertain beneficial ownership for stablecoins under 
MiCA originates from various international standards and regulations, 
including: 

●  Fourth Anti-Money Laundering Directive (AMLD4): This EU directive 
established the obligation for financial institutions to identify and verify 
the beneficial ownership of their customers.

●  Financial Action Task Force (FATF): The FATF, an intergovernmental 
body, has issued recommendations that require countries to 
implement measures to prevent money laundering and terrorist 
financing, including the identification of beneficial owners.

●  International Organization of Securities Commissions (IOSCO): 
IOSCO has issued principles that encourage securities regulators to 
adopt measures to prevent money laundering and terrorist financing, 
which often include beneficial ownership requirements.

These standards and regulations aim to address the concerns of 
money laundering and terrorist financing, which can be facilitated by 
anonymous ownership structures. 

By requiring the identification of beneficial owners, regulators can better 
track the flow of funds and detect suspicious activity.

But where the obligation to ascertain beneficial ownership of MiCA-
compliant stablecoins like EURI ends is unclear. 

info@chainargos.com
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Banking Circle SA certainly has an obligation to perform due diligence on 
customers it has a direct relationship with, such as the 0x351 Address (if 
that blockchain address is indeed a discrete customer). 

But whether or not that duty extends to customers of the 0x351 Address 
seems unclear, and there are reasonable arguments to both limit and 
extend such obligations. 

Requiring stablecoin issuers such as Banking Circle SA to vet the ultimate 
beneficial owner of every EURI transaction would be onerous, limiting the 
stablecoin’s throughput, and possibly undermining the raison d’etre of 
using blockchain technology to begin with. 

Yet not requiring a stablecoin issuer to have at least some visibility into 
who its customers are dealing with does not appear to be an entirely 
satisfactory compromise either, as such a gap risks the stablecoin issuer’s 
direct customer performing the role of a money mule. 

Empirical evidence, especially with respect to the blacklisting track record 
of stablecoin issuers in other jurisdictions, has demonstrated the risks 
associated with limiting a stablecoin issuer’s responsibilities to that of 
their immediate customers, and no further.   

A stablecoin issuer operates akin to a central bank, issuing their own 
currency and few, if any, would argue a central bank ought to perform 
due diligence on every single beneficiary of the currency it issues, so why 
should a stablecoin issuer? 

But such an argument falsely equates the essential role a central bank 
serves – issuing a national currency to serve the economic good of a 
country, with the role of private stablecoin issuers.   

The bigger question is whether there are adequate tools for oversight 
and a compliance framework which ensures any unintended harm 
caused by stablecoins does not outweigh any contribution to society.

info@chainargos.com
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Who are we?
ChainArgos is the blockchain intelligence firm best known for 
uncovering crypto-asset exchange Binance’s $1.4bn BUSD stablecoin 
undercollateralization, forcing the New York Department of Financial 
Services to take action. 

We provide unparalleled blockchain intelligence by focusing on the 
financial drivers of transactions, facilitate investigations and analysis 
centered on the economic value of transfers, and provide insight into the 
motivation behind specific flows. 

ChainArgos is recognized globally as a leader in blockchain intelligence.

We’ve tracked illicit flows funding terrorism and sanctions evasion, 
analyzed transaction patterns connecting global scams, and uncovered 
crypto-asset trading opportunities before the market.



ChainArgos works with the United Nations, governments, central banks, financial 
institutions, hedge funds, proprietary trading firms, regulators, law enforcement 
and intelligence agencies, research institutes, universities, and crypto-asset service 
providers globally. 

We’re trusted by top news outlets including the Wall Street Journal, Bloomberg, 
Forbes, Fortune, Thomson Reuters, and the South China Morning Post, for 
unimpeachable blockchain intelligence. 

Here’s just a selection of our blockchain intelligence that created news: 

Where else have you seen us?

From Hamas to North Korean Nukes, 
Cryptocurrency Tether Keeps Showing Up

Tether has allegedly been used by Hamas, 
drug dealers, North Korea and sanctioned Russians

How crypto investigators uncover 
scammers’ blockchain billions, 

scale of money laundering in Asia

The Shadow Dollar That’s Fueling the 
Financial Underworld

Cryptocurrency Tether enables a parallel economy that 
operates beyond the reach of U.S. law enforcement

SPECIAL REPORT: Russian-owned, UK 
FCA-authorised payment firms show 

financial crime red flags; mule 
accounts for sale on dark web
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Who uses blockchain intelligence?

Finance and 
Banking

Compliance Law Enforcement Regulators and 
Policymakers

Assess the risks and opportunities in crypto-assets, stablecoins, and decentralized 
finance. Develop innovative products, explore tokenization opportunities, and 
generate new revenue streams.  

Finance and Banking

Fight money laundering, expand know-your-customer tools, and combat the 
financing of terrorism while expanding your customer base. Manage risk from 
customer crypto-assets and confidently verify sources of crypto-asset wealth.

Compliance

Terrorists and criminals are using blockchain technology to avoid the banking 
system, launder money, and fund operations. Blockchain wallet analysis and 
transaction tracing fights crime, prosecutes criminals, and tracks illicit fund flows.

Law Enforcement

Develop and implement effective crypto-asset and stablecoin supervisory, licensing 
tax, compliance, and regulatory frameworks to foster innovation, while managing 
threats to national security and the financial system. 

Regulators and Policymakers
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How are we different?

We deliver actionable blockchain intelligence.

Say “no” to pseudo-science and “yes” to blockchain intelligence you can 
count on for commerce, compliance, and crime-fighting.

ChainArgos is built by finance, legal, and technology professionals to deliver 
actionable blockchain intelligence focused on financially-relevant analysis. 

Whether you’re looking to on-board a customer, determine source of wealth, or 
ensure your evidence isn’t rejected on appeal, our blockchain intelligence is based 

on established principles of statistics, math, and forensic science.

ChainArgos runs its own 
blockchain nodes, and we 
never enrich our data with 
yours, so you can be sure 
of data integrity.

Data Integrity

Robust and resilient APIs 
with 99.99% uptime. 
Minimal code required for 
easy integration.

API Ready

Schedule automated alerts 
and reports via Email, 
Webhook, Amazon S3 and 
SFTP so you’re always in 
the know when something 
happens.

Automated Alerts

Create compliance and 
commercially-driven 
analysis in a single place 
and arrive at better 
business decisions faster.

Extreme Versatility

Build any query or analysis 
without programming 
skills or coding. 

No-Code Customization

Standard financial 
measures combined with 
blockchain intelligence for 
actionable insight.

Financially-Relevant
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How do we do it?

Blockchain intelligence is a relatively new industry, and it’s not uncommon to 
hear of methods which have little basis in finance, let alone forensic science.

Let’s look at one example to understand the limitations of blockchain tracing.  

In Fig. 1, A and B start with $1, while C starts with $0. In Fig. 2, A transfers their $1 
to B who now has $2. Finally, in Fig. 3, B transfers $1 to C, who now has $1. 

If it turns out A is an illicit actor, with what degree of confidence can we say that 
C has received $1 from illicit sources? 50-50? 

Would you accept a “risk score” of 50%?  
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Follow the money.

Instead of passing off “risk scores” 
as “risk management” ChainArgos 
helps you follow the money. 

Most blockchain transactions 
don’t derive from a single source, 
and believing they do is what 
leads to poor outcomes.  

Make better decisions by      
focusing on what matters - where 
the money went, where it came 
from, and where does it look like it’s headed to? 

How much does one address deal with another? What’s the average transaction 
size? What’s the frequency? What’s the crypto-asset or stablecoin of choice? 
What’s the transaction behavior? When did the transaction size change? 

And so much more. 



Better attribution.

Don’t risk critical legal, trading, and compliance decisions to questionable or 
subjective attribution methods. Trust math and science. 

ChainArgos is the only blockchain intelligence firm that delivers programmatic 
address labels and wallet tags that are unassailable whether you’re making 
business decisions or preparing to sue someone.

Blockchain addresses are automatically ranked and labeled based on a variety of 
factors including: 

●   Transaction Count: the number of transactions by an address. Sending 
$100,000 in one transaction may have very different implications from sending 
10 transactions of $10,000 each. Either way, you’ll know the difference.  

●   Lifetime Sent/Received: lists the biggest sender and/or receiver of any given 
crypto-asset or stablecoin currently. Markets are extremely dynamic. The 
biggest movers today may not be the same tomorrow. 

●   Max. Historical / Current Balances: helps you decide whether an address 
is participating in affiliated crypto-assets and/or stablecoins based on their 
maximum historical balance and who’s stocking the highest current balances. 

●   Recipient Number: gives you a sense of whether they were an early adopter, or 
even possibly an insider of a crypto-asset or stablecoin. Recipients are ranked 
according to the date and time they received a crypto-asset or stablecoin. 

Say “no” to dodgy wallet tagging and “yes” to attribution you can trust.  
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Legal Disclaimers.
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THE INFORMATION CONTAINED IN THESE MATERIALS IS FOR INFORMATION PURPOSES ONLY AND 
NOT INTENDED TO BE RELIED UPON. 

The information contained herein is information regarding research and analysis performed by 
ChainArgos Pte. Ltd., a company incorporated with limited liability under the laws of the Republic of 
Singapore with registration number 202303560W (“the Company”). The information herein has not 
been independently verified or audited and is subject to change, and neither the Company or any 
other person, is under any duty to update or inform you of any changes to such information. No reliance 
may be placed for any purposes whatsoever on the information contained in this communication or 
its completeness. No representation or warranty, express or implied, is given by, or on behalf of the 
Company or any of their members, directors, officers, advisers, agents or employees or any other person 
as to the accuracy or completeness of the information or opinions contained in this communication 
and, to the fullest extent permitted by law, no liability whatsoever is accepted by the Company or any 
of their members, directors, officers, advisers, agents or employees nor any other person for any loss 
howsoever arising, directly or indirectly, from any use of such information or opinions or otherwise arising 
in connection therewith. In particular, no representation or warranty is given as to the reasonableness 
of, and no reliance should be placed on, any forecasts or proposals contained in this communication 
and nothing in this communication is or should be relied on as a promise or representation as to the 
future or any outcome in the future.

This document may contain opinions, which reflect current views with respect to, among other things, 
the information available when the document was prepared. Readers can identify these statements 
by the use of words such as “believes”, “expects”, “potential”, “continues”, “may”, “will”, “should”, “could”, 
“approximately”, “assumed”, “anticipates”, or the negative version of those words or other comparable 
words. Any statements contained in this document are based, in part, upon historical data, estimates 
and expectations. The inclusion of any opinion should not be regarded as a representation by the 
Company or any other person. Such opinion statements are subject to various risks, uncertainties and 
assumptions and if one or more of these or other risks or uncertainties materialize, or if the underlying 
assumptions of the Company prove to be incorrect, projections, analysis, and forecasts may vary 
materially from those indicated in these statements. Accordingly, you should not place undue reliance 
on any opinion statements included in this document. 

By accepting this communication you represent, warrant and undertake that you have read and agree 
to comply with the contents of this notice.



© 2024 ChainArgos Pte. Ltd. All rights reserved. 


